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Report on the remote audit of UNDP Democratic People’s Republic of Korea  
Executive Summary 

 
The UNDP Office of Audit and Investigations (OAI) conducted a remote audit of the UNDP Country Office in the 
Democratic People’s Republic of Korea (the Office) from 12 to 28 November 2014. The audit was conducted 
remotely from OAI’s Regional Audit Centre in Kuala Lumpur, as the audit team was not able to travel to the 
Office due to travel restrictions in response to the Ebola outbreak. The audit was based on the review of 
supporting documentation of transactions performed, as well as emails and teleconferences with management 
and staff. OAI did not contact external parties such as government counterparts, donors or other United Nations 
agencies. OAI did not conduct a physical verification of assets, equipment or inventory, and did not physically 
observe day-to-day activities. The audit aimed to assess the adequacy and effectiveness of the governance, risk 
management and control processes relating to the following areas and sub-areas:  
 

(a) governance and strategic management (organizational structure and delegations of authority, 
leadership/ethics and values, risk management, planning, monitoring and reporting, financial 
sustainability);  

 
(b) United Nations system coordination (development activities, Resident Coordinator Office);  

 
(c) programme activities (programme management, partnerships and resource mobilization, project 

management); and  
 

(d) operations (human resources, finance, procurement, information and communication technology, 
general administration, safety and security, asset management, leave management).  

 
The remote audit covered the activities of the Office from 1 January 2013 to 30 September 2014. The Office 
recorded programme and management expenditures totalling $6.9 million ($4.3 million in 2013 and $2.6 million 
from January to September 2014). The last audit of the Office was conducted by OAI in 2013 (Report No. 1138).  
 
The remote audit was conducted in conformance with the International Standards for the Professional Practice of 
Internal Auditing.  
 
Overall audit rating 
 
OAI assessed the Office as satisfactory, which means, “Internal controls, governance and risk management 
processes were adequately established and functioning well. No issues were identified that would significantly 
affect the achievement of the objectives of the audited entity.” 
 
The rating is the result of a remote audit that did not include work performed on location and did not include 
consultations with parties other than the management and staff of the Office. Due to these limitations, there 
may be risks and control weaknesses that have not been identified and which could have influenced the rating 
expressed in this report. 
 
Key recommendations: Total = 4, high priority = 0  
 
The four recommendations aim to ensure the following: (a) effectiveness and efficiency of operations 
(Recommendation 2); (b) safeguarding of assets (Recommendation 4); and (c) compliance with legislative 
mandates, regulations and rules, policies and procedures (Recommendations 1 and 3).  
 




